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KỊCH BẢN CHƯƠNG TRÌNH PHÁT THANH CHUYÊN ĐỀ 

 

“CẠM BẪY ONLINE” 

 
1  Nội dung 

2 Dẫn chương 

trình 

      Nguyễn Hường: Thưa quý vị và các bạn!  Hiện nay, các cuộc tấn công lừa đảo trực tuyến 

ngày càng diễn biến phức tạp và gia tăng về số lượng lẫn phương thức. Điều đáng chú ý hơn, các 

phương thức lừa đảo luôn thay đổi khiến nhiều người dù đã cảnh giác nhưng vẫn không tránh khỏi 

“sập bẫy”. Với các hình thức lừa đảo ngày càng tinh vi, đa dạng, biến tướng, gây khó trong công 

tác phòng ngừa, để lại những hậu quả nghiêm trọng, gây bức xúc trong Nhân dân. 

     Tuấn Tú: Vâng thưa quí vị và các bạn! Tôi xin cung cấp cho quí vị và các bạn một vài con số, 

và tôi tin rằng sẽ làm không ít người phải giật mình vì số tiền bị lừa đảo qua mạng. Theo số liệu 

của Liên minh Chống lừa đảo toàn cầu và Dự án xã hội chống lừa đảo, có gần 16 tỉ USD do người 

Việt Nam bị lừa đảo qua mạng trong tổng số 53 tỉ USD toàn cầu. Việt Nam nằm trong số 10 điểm 

nóng tội phạm mạng hàng đầu thế giới. Hàng triệu người trên thế giới đã bị lừa đảo đánh cắp tiền 

trong tài khoản, và các vụ việc vẫn đang gia tăng theo cấp số nhân. 

   Còn theo thống kê của Cục An toàn thông tin (Bộ Thông tin và Truyền thông) trong năm 2023 

cho thấy có trên 16.000 phản ánh về các trường hợp lừa đảo trên mạng, trong đó, 91% liên quan 

đến giả mạo, lừa đảo trong lĩnh vực ngân hàng-tài chính. 

   Nguyễn Hường:  Số liệu mới nhất của Cục An ninh Mạng và Phòng chống tội phạm sử dụng 

công nghệ cao, Bộ Công an cũng cho thấy: Trong năm 2023, tổng số tiền người dân bị các đối 

tượng lừa đảo chiếm đoạt trên mạng khoảng 8.000 - 10.000 tỷ đồng, tăng gấp rưỡi so với năm 

2022. Và tại Thanh Hóa, riêng trong quý 1 năm 2024, trên địa bàn tỉnh, tội phạm lừa đảo chiếm đoạt 

tài sản trên không gian mạng xảy ra 21 vụ, thiệt hại gần 14 tỷ đồng.  

     Tuấn Tú: Vâng, đây mới chỉ là con số thống kê chưa đầy đủ, thực tế số nạn nhân và số tiền bị 

lừa đảo còn lớn hơn nhiều. Đó là vấn đề thực sự đáng báo động. Đây cũng là nội dung chương 

trình chuyên đề hôm nay của Đài Phát thanh và Truyền hình Thanh Hóa với chủ đề  “Cạm bẫy 

online”.  Tôi là BTV Tuấn Tú 
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     Nguyễn Hường: Và tôi là BTV Nguyễn Hường. Cùng tham gia trao đổi nội dung này trong 

chương trình có sự tham gia của Thượng tá Nguyễn Xuân Toán, Phó Trưởng phòng Cảnh sát hình 

sự, Công an tỉnh Thanh Hóa và PGS, Tiến sỹ Nguyễn Thị Hà Lan, Trưởng khoa Tâm lý Giáo dục 

Trường Đại học Hồng Đức. 

     Tuấn Tú: Quý vị thính giả quan tâm về chủ đề này, có thể gọi điện thoại đến chương trình, 

tham gia đóng góp ý kiến theo số điện thoại 0237.3755038, chúng tôi xin nhắc lại số điện thoại 

0237.3755038. Bây giờ mời quí vị và các bạn theo dõi chương trình. 

3 PS Lừa đảo 

mua hàng 

trúng 

thưởng: 

Chiêu trò cũ 

nhưng nhiều 

người vẫn 

sập bẫy 

 

 

(Chạy 1 đoạn âm thanh lừa đảo gọi điện thoại trúng thưởng…. 

   Quang Duẩn: Và khi con mồi chưa cắn câu, đối tượng tiếp tục gọi điện để thúc giục con mồi kết 

bạn zalo để đưa vào “bẫy”.. 

(Chạy tiếng chuông điện thoại và  âm thanh đối tượng tiếp tục dụ dỗ con mồi …..) 

     1 trường hợp khác, đó là chị Đặng Thị Thơ, xã Hoằng Cát, huyện Hoằng Hóa, tỉnh Thanh Hóa 

chị Thơ nhận được cuộc gọi từ số điện thoại lạ với nội dung được nhận 1 phần quà từ 1 chương 

trình của điện máy HC. Sau đó, đối tượng hướng dẫn chị Thơ đăng nhập vào tài khoản telegram để 

được nhận thưởng. Sau khi đăng nhập vào tài khoản telegram chị Thơ được đối tượng dẫn dắt xem 

các video và yêu cầu nạp tiền để làm nhiệm vụ. Trong quá trình đó, chị Thơ đã bị đối tượng lừa 

trên 300 triệu đồng. 

        ÂT nạn nhân: (Hôm em, đang ở nhà có 1 cuộc gọi điện thoại đến bảo em được nhận 1 quà 

tặng từ 1 chương trình của HC. Bảo em vào trang để đăng ký nhận quà. Vào đó, họ bảo đăng ký 

xem video, mỗi 1 video là được cộng 30 nghìn. Em có vào đó xem video, lúc đầu xem video được 

cộng 30 nghìn,  nó cứ tăng bậc lên. 1 video được nhân lên số tiền lên, sau 2 lần em vẫn thấy cộng 

60 nghìn. Sau cứ dần, em không thấy cộng tiền. Cứ bảo em chuyển khoản tiền cho họ để nâng bậc 

lên. Sau đó, em cứ chuyển tiền lên theo yêu cầu nhưng không thấy chuyển tiền lại, mà số tiền cứ 

được chuyển dần tăng lên qua người nọ và người kia. Cuối cùng em bị  mất hơn 300 triệu đồng.) 

 Và sau đây là thủ đoạn mà đối tượng Đinh Khánh Duy, sinh năm 1994, xã Nhật Quang, 

huyện Phú Cừ, tỉnh Hưng Yên đã sử dụng, trước khi bị công an huyện Hoằng Hóa, tỉnh Thanh 

Hóa bắt giữ. Được biết, trước đó, đối tượng Đinh Khánh Duy thường xuyên sinh sống và làm việc 

tại Căm Pu Chia: 

ÂT: Đối tượng Đinh Khánh Duy (Thời gian làm việc ở đó tôi được chỉ dẫn phương thức 

lừa đảo dưới dạng quà tặng và làm nhiệm vụ để nhận tiền. Khi thực hiện, tôi cùng với 1 số người 
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khác làm nhiệm vụ khác nhau, người gọi điện cho người bị hại, người phát nhiệm vụ, người hướng 

dẫn và người bắt lỗi. Những người sử dụng telegram ảo để giả làm những người tham gia để cùng 

nói chuyện với những người trong nhóm, trong đó có cả người bị hại. Tạo các hóa đơn chuyển 

tiền giả để đăng lên nhóm tạo lòng tin với người bị hại. Quá trình thực hiện, là tôi là chim mồi để 

dụ rỗ các bị hại nâng cấp lên cấp X2, X3, X4). 

4 

 

Dẫn chương 

trình 

 

         Nguyễn Hường: Vâng, thưa quý vị và các bạn! Phóng sự trên phản ánh một chiêu trò lừa 

đảo không mới nhưng thực tế vẫn rất nhiều người sập bẫy. Đó là đánh vào lòng tham con người, 

các đối tượng lừa đảo đã tạo ra hàng loạt các trang web giả mạo, mạo danh các công ty, thương 

hiệu uy tín để đưa ra các chương trình trúng thưởng nhằm mục đích dụ dỗ người dùng cung cấp 

các thông tin cá nhân. 

      Tuấn Tú:  Vâng và trước những phần quà hấp dẫn, có giá trị lớn, nhiều người sẵn sàng cung 

cấp thông tin và bỏ ra số tiền cọc từ vài trăm nghìn đến vài triệu đồng, nhưng đáng tiếc, chỉ có quà 

ảo, còn tiền mất là thật. 

     Nguyễn Hường: Vâng, thưa anh Tuấn Tú cùng quý vị và các bạn! Qua khảo sát của Bộ thông 

tin và truyền thông, để thực hiện các cuộc lừa đảo trực tuyến, đối tượng lừa đảo đã áp dụng nhiều 

biện pháp khác nhau nhằm tạo niềm tin và nhiều nhất là giả mạo thương hiệu chiếm khoảng 73%, 

trong đó, giả mạo công ty tài chính, kêu gọi đầu tư tài chính là 1 hình thức rất tinh vi. Và sau đây, 

chúng ta hãy cùng nhận diện về chiêu trò này. 

5 Lật tẩy chiêu 

trò đầu tư tài 

chính 

 

            (Chạy đoạn âm thanh buổi học zoom, giới thiệu hấp dẫn….) 

          Quang Duẩn: Thưa quý vị và các bạn! Với hình thức mời chào, hấp dẫn như vừa rồi trên 

mạng xã hội, khi nghe và xem, bất kể người nào cũng có thể trở thành nạn nhân của các vụ lừa đảo 

tài chính.  

        Thủ đoạn mà các đối tượng đã sử dụng để khiến “con mồi” mắc bẫy là mạo danh các sàn đầu 

tư nước ngoài hoặc giả mạo công ty tài chính để tạo ra các trang web, ứng dụng đầu tư lừa đảo. 

Sau khi đã lừa được một lượng người nhất định thì các đối tượng sẽ chuyển sang một tên miền 

khác và tự đánh sập sàn cũ để ngăn cản hoạt động điều tra, truy vết của các cơ quan chức năng. 

Trung tá Lê Hữu Toàn, Đội trưởng Đội cảnh sát hình sự Công an huyện Như Xuân, tỉnh Thanh 

Hóa cho biết: 

             ÂT:(Khi mà đứng ra kêu gọi, chúng không trực tiếp xuất hiện, thông qua mạng xã hội, nó 
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lập zalo, facabook giả, nó sử dụng hình ảnh của người khác nó kết bạn làm quen. Sau đó, nó mời 

chào làm đại lý ủy quyền cho chúng nó để mà đứng ra kêu gọi kinh doanh đầu tư) 

          Vừa qua, một mô hình huy động vốn đa cấp đã lừa đảo hàng ngàn nhà đầu tư bằng cách 

cung ứng hàng hóa ủy thác trên nền tảng điện tử. App VN-Temu được giới thiệu từ tháng 11-2023 

với tiêu chí “việc nhẹ lương cao”, khiến nhiều người tham gia rót tiền vào với mong muốn nhanh 

thu được lợi nhuận. Tuy nhiên, sau khi đăng ký và nộp tiền, họ không thể rút tiền ra và đối diện 

với nguy cơ mất toàn bộ số vốn đầu tư của mình. Nhiều người đã mất hàng triệu đồng, thậm chí 

hàng tỉ đồng khi không thể truy cập vào app và rút tiền sau khi nó bị sập.  

6 Dẫn chương 

trình 

      Tuấn Tú: Vâng, thưa quý vị và các bạn! Theo các chuyên gia tài chính, App VN-Temu thực 

chất là dự án đa cấp nhằm mục tiêu huy động vốn của nhà đầu tư rồi lừa đảo. Và đến khi nạn nhân 

nhận thức được đây là 1 kênh đầu tư lừa đảo thì đã quá muộn và không còn gì. Tiền mất, cuộc 

sống bị đảo lộn, thậm chí nhiều gia đình tan nát, có người đã nghĩ đến cái chết. 

      Nguyễn Hường: Và bây giờ, chúng ta hãy cùng nghe nội dung trò chuyện của phóng viên 

Hoàng Mai với những nạn nhân đã từng tham gia đầu tư trên ứng dụng VN-Temu để hiểu rõ hơn 

về phương thức, thủ đoạn của hình thức lừa đảo này. 

7 Vỡ mộng từ 

đầu tư tài 

chính: Ham 

giàu nhanh 

để rồi mất 

trắng 

 

       Hoàng Mai: Xin chào chị, chị có thể chia sẻ, quá trình mình đến với hình thức đầu tư tài 

chính VN -TeMu? 

           Chị Thủy trả lời: Ban đầu, chúng tôi có đi làm bảo hiểm với nhau, cuối tháng 8, đầu tháng 

9 năm 2023, các chị mời có mô hình rất hay, chị ấy gửi linhk cho tôi xem nghiên cứu. Đầu tháng 9 

tôi mới bắt đầu làm. Người ta giới thiệu đây là kênh đầu tư tài chính ít vốn, chỉ có 500 nghìn, 2 

triệu cũng có thể tham gia. Họ cũng giới thiệu, em tham gia đầu tư 500 nghìn cũng được, mỗi 

tiếng được 1 nghìn tiền lãi, trong vòng 24 tiếng là được 24 nghìn. 

      -Nếu em muốn là thành viên chính thức, em tham gia gói 2 triệu. Khi tham gia là thành viên 

chính thức, em được quay trúng thưởng, điểm danh tùy theo từng cấp độ. Cứ điểm danh là được 8 

nghìn. Tiếp theo nữa là tôi tham gia từ 500 đến 2 triệu. Tôi cũng thấy sau 30 ngày nó hoàn lại cả 

gốc và lãi và tiền điểm danh nữa thì tôi được gần 3 triệu cả gôc cả lãi. Tôi thấy mô hình này kinh 

doanh cũng hấp dẫn, tôi đầu tư tăng thêm để lấy lợi nhuận cao hơn.  

       Hoàng Mai:  Vậy, để tạo lòng tin đối với mình, chúng đã đưa ra các hình thức, chiêu trò như 

thế nào?  

       Chị T nói: Ví dụ mua gói con giáp, com bo mỗi 1 gói là 21 triệu, 10 gói là 210 triệu. Khi 
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mua, nó cho vay 5%, nó tạo lòng tin. Thế là nó chuyển về tài khoản của mình. 6 tháng trời nó hoạt 

động răm rắp như vậy. Họ làm được, mình cũng tin tưởng, mình nghĩ mô hình kinh doanh là thật, 

không phải giả.  

   -Tôi thấy càng ngày đối tượng lừa đảo càng tinh vi, tìm cách đánh vào lòng tham của mỗi người. 

Nó thường động viên, khuyến khích, ví dụ, có người đạt cấp cao, nó thưởng ô tô 500 triệu, 1 tỷ, 

mình nhìn thấy thế mình cố gắng làm. Thấy lợi nhuận, tin tưởng mình  mình càng tham gia gói cao 

hơn. Nó gửi cho mình đều như vắt chanh. Ngày mai nó lại cũng đưa ra gói hấp dẫn cao hơn, cho 

nên là mình ham cứ thế là chuyển tiền.  

        -Họ có lịch zoom cộng đồng, cứ 8 giờ tối bắt đầu, có những hôm hàng nghìn người tham gia, 

người ta tung hô, người ta lại tuyên truyền có báo chí đưa tin về làm các chương trình từ thiện. 

Người ta nói, các anh chị cố gắng làm mục tiêu như thế này, trong các buổi hội nghị mời những 

người hoàn cảnh khó khăn để trao quà, càng làm mình tin tưởng. Và không có ai là không nổi 

lòng tham. 

Hoàng Mai: Trong quá trình tham gia đầu tư, có bao giờ mình hoài nghi về kênh đầu tư 

này là kênh đầu tư tài chính lừa đảo? 

Chị Thủy trả lời: Có chứ, ban đầu mình cũng hoài nghi, mình cũng bảo với chị Oanh là ảo 

đấy nhưng mà khi xông pha vào, thực sự mình bị cuốn.  

Hoàng Mai: Những ngày cuối cùng trước khi đối tượng đóng áp, có dấu hiệu nào để chị 

nhận biết được kênh đầu tư này là lừa đảo? 

Chi Thủy: Mấy cái ngày cuối tháng 12, nó cứ dồn dập những chương trình hỏa tốc, 9 giờ, 

12 giờ, 24 giờ. Sau đó mình có linh cảm không ổn. Ngày 30/12 là ao toàn bộ.  hệ thống của tôi là 

12 tỷ, Số tiền của tôi mất là gần 1,7 tỷ. Tiền của gia đình, vay an hem, bạn bè và giờ thì mất trắng, 

lại còn mang một món nợ. 

8 Bài học đắt 

giá 

Hoàng Mai : Qua câu chuyện này, các chị rút ra cho mình bài học gì? 

Chị T tâm sự: -Bài học mà tôi phải mất khá nhiều tiền để tôi mua. Số tiền tôi mất lên đến 

gần 2 tỷ, tiền của gia đình có bao nhiêu, cả bán vàng nữa, vay anh em, tiền có bao nhiêu dốc hết 

vào, đến giờ trắng tay. Ngộ ra mình ngu si, nhưng hối hận thì cũng muộn rồi, giờ mất hết. 

- Tôi có lời khuyênnhững người đang mong muốn làm giảu 1 cách như thế này, hoặc tìm 

hiểu cơ hội kinh doanh tài chính, mình phải tìm hiểu 1 cách kỹ càng, lỡ rồi thì đừng tiếc mà dừng 

lại  ngay kẻo mang lại những hệ lụy cho bản thân, gia đình và xã hội. Có lao động thì mới có, còn 



7 

 

nếu như mà cứ nghe những lời quảng cáo của họ là như thế, nó lấy tiền của người nọ để trả cho 

người kia để nó tạo lòng tin, uy tín rồi lừa đảo. 

Xin cảm ơn chị đã có những chia sẻ với những người thực hiện chương trình. 

9 Dẫn chương 

trình 

        Nguyễn Hường: Qua những câu chuyện mà chúng tôi đã kể, chúng ta thấy rằng, đối tượng 

mà tội phạm lừa đảo trên không gian mạng hướng tới không chỉ dừng lại là những người trình độ 

thấp mà ngay cả những người có trình độ như giáo viên, cán bộ công chức cũng dễ bị lừa.  

       Tuấn Tú: Vâng, không chỉ mất tiền, vì nhẹ dạ cả tin, “việc nhẹ, lương cao”, thông qua các 

trang mạng tìm kiếm việc làm onlie đã có hàng chục nghìn người lao động dính vào mạng lưới lừa 

đảo buôn người, bị bán vào các sòng bạc cơ sở phi pháp trá hình ở Campuchia dẫn đến tiền mất, 

tật mang, thậm chí phải đánh đổi cả sinh mạng để tìm cách trốn về quê hương. Và chính những 

nạn nhân bị lừa đảo sang Campuchia lại trở thành những đối tượng trong đường dây lừa đảo trực 

tuyến ở nước ngoài. Và ngay sau đây, xin mời chị Nguyễn Hường và quý thính giả cùng nghe 

những tâm sự rát đau lòng của những nạn nhân xuất cảnh trái phép sang Campuchia. 

10 Sự hối hận 

muộn màng. 

 

 

-Em bị trích điện là bởi vì, em thấy môi trường không phù hợp, em báo với người nhà là em 

muốn về, chủ bắt em chuộc tiền. 

- Một tuần em mới biết là cái này là làm áp lừa đảo. Đôi lúc mình không chú tâm làm việc, 

là nó đánh, nó dí điện. Nhiều người bị đánh, bọn em lên kế hoạch chạy trốn. Sau đó được 45 

người, bọn em trong công ty phá cổng ra. 

-Em có 1 lời khuyên cho tất cả mọi người, không có việc gì là việc nhẹ lương cao, sang bên 

đó là mình phải đánh đổi nhiều thứ. Cả mồ hôi, nước mắt, thậm chí là cả tính mạng của mình. 

11 Dẫn chương 

trình 

     Nguyễn Hường:  Vâng, thưa quý vị và các bạn, rất là xót xa, qua câu chuyện vừa rồi, chúng ta 

thấy rằng, không có gì là “việc nhẹ, lương cao”, nếu như chúng ta không thực sự chăm chỉ lao 

động và làm ăn chân chính.     

      Tuấn Tú: Vâng, mặc dù, các phương tiện thông tin đại chúng, các cơ quan báo chí, truyền 

thông và trên internet liên tục chia sẻ các thông tin về thủ đoạn tội phạm này, tuy nhiên vẫn còn 

nhiều người cả tin, mắc lừa. Và sau đây chúng ta hãy cùng đến với 1 số ý kiến của các tầng lớp 

Nhân dân về tình trạng lừa đảo và các biện pháp để chủ động phòng tránh: 

12 Chùm ý kiến 

về tình trạng 

lừa đảo và 

      -Trước hết, đối tượng chúng tập trung thường nhắm vào phụ nữ, chị em thường nhẹ dạ, cả tin, 

hám lời. 

     -Đối tượng nhắm vào người già và những người hiểu biết còn hạn chế.  
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biện pháp 

phòng tránh 

      -Có những vụ lừa đảo mình thấy nhưng mình không quan tâm và tìm hiểu sâu. 

        - Trong thời gian tới, chúng tôi sẽ đẩy mạnh công tác tuyên truyền tại các nhà trường, tiếp tục 

lồng ghép vào giáo dục kỹ năng sống và trong các buổi nói chuyện để nâng cao kỹ năng sử dụng 

mạng an toàn trên không gian mạng cho học sinh. 

13 Dẫn chương 

trình 

      Nguyễn Hường: Trên thực tế, với các trường hợp lừa đảo trực tuyến, rất khó để lấy lại tiền bởi 

các đối tượng lừa đảo thường sử dụng nick ảo và sim rác để nhắn tin, gọi điện. Đến khi nạn nhân 

phát hiện ra thì họ đã hoàn toàn mất hút. Bởi vậy, giải pháp căn cơ và lâu dài nhất để “phòng 

bệnh” là cần nâng cao sức đề kháng của người dân với các thông tin xấu độc, lừa đảo trên mạng. 

Sau đây, BTV Tuấn Tú sẽ có cuộc trao đổi với Thượng tá Nguyễn Xuân Toán, Phó Trưởng phòng 

Cảnh sát hình sự, Công an tỉnh Thanh Hóa và PGS, Tiến sỹ Nguyễn Thị  Hà Lan, Trưởng khoa 

Tâm lý Giáo dục, Trường Đại học Hồng Đức, qua đó giúp người dân nhận diện các thủ đoạn, 

chiêu trò của tội phạm này để mọi người chủ động cảnh giác. Xin mời BTV Tuấn Tú.  

14 Trao đổi  

Khách mời 

Thượng  tá 

Nguyễn Xuân 

Toán, Phó 

Trưởng 

phòng Cảnh 

sát hình sự 

Công an tỉnh 

Thanh Hóa 

    - PGS, 

Tiến sỹ  

Nguyễn Thị  

Hà Lan, 

Trưởng khoa 

Tâm lý Giáo 

dục Trường 

           Tuấn Tú: Trước hết, xin cảm ơn Thượng tá Nguyễn Xuân Toán, Phó Trưởng phòng Cảnh 

sát hình sự, Công an tỉnh Thanh Hóa và PGS, Tiến sỹ  Nguyễn Thị  Hà Lan, Trưởng khoa Tâm lý 

Giáo dục Trường Đại học Hồng Đức, đã tham gia chương trình cùng chúng tôi. 

        Tuấn Tú: Vừa qua, Google đã thực hiện khảo sát trên 1.248 người dùng Internet Việt Nam 

về an toàn thông tin trực tuyến. Kết quả khảo sát cho thấy 90% người dùng đã từng tiếp xúc với 

lừa đảo trực tuyến và hơn 70% từng là nạn nhân. Câu hỏi đầu tiên, xin hỏi 2 vị khách mời, anh chị 

đã bao giờ nhận được những cuộc gọi lừa đảo giống như những câu chuyện mà chúng ta đã nghe 

từ đầu chương trình hay chưa?  

        Khách mời trả lời: 

     Tuấn Tú: Như vậy là ngay bản thân tôi và các vị khách mời đều đã từng nhận được ít nhất là 1 

cuộc gọi từ các đối tượng lạ để mời chào đầu tư, hay là cuộc gọi trúng thưởng từ các kênh bán 

hàng lớn. Và nếu mà chúng ta không cảnh giác thì cũng rất dễ sập bẫy đúng không a? 

     Thưa Thượng tá Nguyễn Xuân Toán, không biết là những vụ việc như thế này đang diễn biến 

như thế nào trên địa bàn tỉnh? 

     Thượng tá Nguyễn Xuân Toán trả lời: 

       Tuấn Tú:  Vâng, như Thượng tá Nguyễn Xuân Toán vừa chia sẻ như vậy rõ ràng chúng ta 

thấy rằng diễn biến lừa đảo trên không gian mạng trên địa bàn tỉnh Thanh Hóa diễn biết rất là phức 
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Đại học Hồng 

Đức 

tạp, khó lường. Và mặc dù các ngành chức năng đã có nhiều cảnh báo nhưng số người bị lừa đảo 

trực tuyến, lừa đảo qua điện thoại vẫn gia tăng, gây nên nhiều hệ lụy? Vậy, nguyên nhân ở đây là 

gì thưa PGS, Tiến sỹ  Nguyễn Thị  Hà Lan? 

         Bà Hà Lan trả lời: 

       Tuấn Tú:  Còn theo Thượng tá Nguyễn Xuân Toán, dưới góc độ là những người công tác 

trong lĩnh vực an ninh, ông đánh giá như thế nào về nguyên nhân dẫn đến rất nhiều vụ lừa đảo như 

hiện nay? 

         Thượng tá Nguyễn Xuân Toán trả lời:  

      Tuấn Tú: Vâng, chúng ta đã chỉ ra những thực trạng, phân tích những nguyên nhân rồi, có cả 

nguyên nhân khách quan và chủ quan. Thưa các vị khách mời, có 1 thính giả có tên là Lan Hương 

có thắc mắc là làm thế nào để hạn chế và ngăn chặn tình trạng lừa đảo trên không gian mạng, theo 

các vị khách mời, giải pháp căn cơ nhất cần thực hiện là gì? Trước hết, tôi xin được hỏi PGS, Tiến 

sỹ Nguyễn Thị  Hà Lan, Trưởng khoa Tâm lý Giáo dục Trường Đại học Hồng Đức? 

       Bà Hà Lan trả lời: 

       Tuấn Tú: Vâng dưới góc độ nghiên cứu của mình, PGS, Tiến sỹ Nguyễn Thị  Hà Lan, đã chia 

sẻ 5 giải pháp. Trong đó, có những giải pháp mà sau khi nghe, tôi và quý vị thính giả cũng hơi rật 

mình. Ví dụ như là cần hạn chế chia sẻ thông tin cá nhân của mình. Bởi vì, bây giờ có rất nhiều 

người dùng trên không gian mạng, ngoài việc chia sẻ để lưu giữ những kỷ niệm của gia đình, 1 bộ 

phận cũng có tâm lý hay khoe, vô hình chung lại gây kích thích cho đối tượng lừa đảo trên không 

gian mạng. Thưa Thượng tá Nguyễn Xuân Toán, dưới góc độ của lực lượng công an, làm thế nào 

để hạn chế tình trạng lừa đảo trên không gian mạng? 

         Thượng tá Nguyễn Xuân Toán trả lời: 

       Tuấn Tú : Thưa các vị khách mời. Có 1 thính giả cũng đã gọi điện đến chương trình và cũng 

đang băn khoăn là hiện nay, có 1 điều đáng lo ngại, các hình thức lừa đảo trên không gian mạng 

luôn luôn thay đổi. Vậy, người dân cần phải làm gì để tự trang bị cho mình kiến thức nhằm phòng 

chống lừa đảo trực tuyến thưa PGS, Tiến sỹ  Nguyễn Thị Hà Lan, Trưởng khoa Tâm lý Giáo dục 

Trường Đại học Hồng Đức? 

    Bà Hà Lan trả lời: 
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      Tuấn Tú : Thưa Thượng tá Nguyễn Xuân Toán, đồng chí có lời khuyên gì đối với người dân?   

    Thượng tá Nguyễn Xuân Toán trả lời: 

               Vâng, 1 lần nữa xin cảm ơn các vị khách mời đã tham gia chương trình cùng chúng tôi. 

15 Dẫn CT      Nguyễn Hường: Vâng, xin cảm ơn BTV Tuấn Tú và xin cảm ơn những chia sẻ rất bổ ích của 

các vị khách mời. Thực tế, dù xã hội có phát triển đến đâu thì tội phạm lừa đảo chiếm đoạt tài sản 

vẫn luôn tồn tại, với phương thức, thủ đoạn thay đổi không ngừng. Do vậy, để người dân không 

đơn độc trước “ma trận” lừa đảo, thì trách nhiệm của cấp ủy, chính quyền và các ban, ngành chức 

năng cần được nâng cao với nhiều giải pháp đồng bộ. Và bây giờ chúng ta hãy cũng đến với phóng 

sự sau. 

16 Phóng sự 

Cách bảo vệ 

cộng đồng 

hiệu quả 

trước tội 

phạm lừa đảo 

trên mạng 

       Quang Duẩn:  Chạy âm thanh cuộc gọi từ số điện thoại lạ giả danh Công an…. 

(Đối tượng lạ: Alo đây có phải là số điện thoại của chị Yến không? 

Chị Yến: Dạ vâng,  

   Đối tượng lạ: Tôi là  cán bộ của Đội cảnh sản quản lý hành chính,  Công an huyện Thọ Xuân, 

tài khoản định danh điện tử mức độ 2 của chị trùng với thông tin của chị Nguyễn Ngọc Linh. Mời 

chị cầm căn cước lên Công an huyện ngay để được hỗ trợ và khắc phục sớm nhất) 

Rất may, nhờ được lực lượng Công an đã từng cảnh báo về phương thức thủ đoạn của đối 

tượng giả danh Công an, ngay sau cuộc gọi, chị Thiều Thị Yến, xã Thọ Lâm huyện Thọ Xuân, tỉnh 

Thanh Hóa đã nêu cao tinh thần cảnh giác, nghi ngờ cuộc gọi lạ có vấn đề và chị đã đến trực tiếp 

công an xã Thọ Lâm để được hỗ trợ.  

ÂT: Chị Yến: Sau khi kết thúc cuộc gọi, tôi thấy sai, cũng hoài nghi. Tôi ra, tôi trình báo 

công an. Khi ra Công an xã tôi được đồng chí Linh kiểm tra thông tin và cung cấp căn cước công 

dân để đồng chí kiểm tra. Sau khi kiểm tra, đồng chí Linh có nói với tôi là căn cước định danh 

mức 2 của chị không ảnh hưởng gì hết, không trùng hợp với ai cả. Sau lần này, tôi cũng sẽ cảnh 

giác hơn và báo cáo công an khi cần hỗ trợ. 

        (Chạy đoạn âm thanh tuyên truyền) 

Ngay sau khi trên địa bàn có trường hợp bị giả danh Công an gọi điện đe dọa chuyển tiền; 

khắc phục tài khoản định danh điện tử, xã Thọ Lâm huyện Thọ Xuân, tỉnh Thanh Hóa cũng đã 

tăng thời lượng tuyên truyền hàng ngày trên hệ thống loa truyền thanh để người dân nêu cao tinh 

thần cảnh giác với hình thức lừa đảo này. Đồng thời đăng tin cảnh báo trên hệ thống zalo, 
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facebook của các thôn, của các đoàn thể như thanh niên, phụ nữ và của Công an xã để Nhân dân 

biết và phòng tránh. Ông Lê Xuân Sự, Phó Chủ tịch UBND xã Thọ Lâm huyện Thọ Xuân, tỉnh 

Thanh Hóa nhấn mạnh: 

ÂT: Ông Lê Xuân Sự 

       Để phòng ngừa, đấu tranh với tội phạm trên không gian mạng, 588 trang fanpage trên 

facebook và 281 trang zalo đã được thiết lập ở các đơn vị Công an trong tỉnh. Nội dung tuyên 

truyền được biên tập ngắn gọn, súc tích, thu hút hàng triệu lượt tương tác, bình luận và chia sẻ trên 

mạng xã hội. Thượng úy Lê Văn Vỹ, Bí thư đoàn thanh niên Công an huyện Thọ Xuân, tỉnh Thanh 

Hóa cho biết: 

       ÂT: Thượng úy Lê Văn Vỹ 

        Theo thống kê, hơn 90% nạn nhận bị lừa đảo trên không gian mạng, mạng viễn thông là phụ 

nữ. Hiện nay, cùng với lực lượng Công an, Hội Liên hiệp Phụ nữ các cấp đã phối hợp với các cấp 

ủy, chính quyền tổ chức các hoạt động để chia sẻ, giao lưu và hướng dẫn trực tiếp giúp cho phụ nữ 

tham gia vào các nền tảng số, cũng như các dịch vụ công hiện nay đang ở mức độ an toàn và bảo 

mật nhất. Bà Lê Thị Hà, Phó Chủ tịch Hội Liên hiệp phụ nữ huyện Như Xuân, tỉnh Thanh Hóa  

cho biết: 

     ÂT: Bà Lê Thị Hà 

          Theo Trung tá Lê Hữu Toàn, Đội trưởng Đội cảnh sát hình sự Công an huyện Như Xuân, 

tỉnh Thanh Hóa cho biết: Hiện nay, một số cơ quan có thẩm quyền chưa có biện pháp hiệu quả để 

siết chặt việc quản lý cấp, mở tài khoản ngân hàng, SIM…Đây chính là điều kiện để cho các đối 

tượng có thể dễ dàng mở, thuê hoặc mua nhiều tài khoản ngân hàng, số điện thoại trên mạng 

internet dẫn đến tính ẩn danh của tội phạm này còn cao. Do vậy, cùng với việc đẩy mạnh công tác 

tuyên truyền, để trực tiếp ngăn ngừa tội phạm lừa đảo trên không gian mạng, thì các cơ quan quản 

lý Nhà nước cần đẩy mạnh xử lý việc mua bán SIM kích hoạt sẵn; đồng thời cần xử lý quyết liệt 

với tình trạng mua bán tài khoản ngân hàng.  

      ÂT: Trung tá Lê Hữu Toàn 

17 Thông điệp         Tuấn Tú: Quý vị và các bạn thân mến! Qua phóng sự vừa rồi, chúng ta cũng thấy rõ những 

nỗ lực của các ban ngành đoàn thể trong công tác phòng ngừa tội phạm lừa đảo trên không gian 

mạng và theo tôi, ngành giáo dục cũng cần đưa chương trình đào tạo công dân “số” vào giảng dạy 

các cấp học, sớm hình thành kỹ năng cho học sinh, sinh viên; đồng thời thường xuyên phổ biến 
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các quy định của pháp luật và chế tài xử phạt để răn đe, ngặn ngừa mầm mống tội phạm.  

      Nguyễn Hường: Vâng, thưa quý vị và các bạn! Rõ ràng loại tội phạm sử dụng công nghệ cao 

nói chung và tội phạm chiếm đoạt tài sản trên không gian mạng nói riêng đang gây nhức nhối, bất 

an trong đời sống xã hội. Chúng tôi hy vọng rằng, những câu chuyện mà chúng tôi đã đề cập, cùng 

với những chia sẻ của lực lượng Công an và chuyên gia tâm lý sẽ giúp mỗi người dân nâng cao 

tinh thần cảnh giác, chủ động phòng ngừa nhận diện các thủ đoạn từ sớm, từ xa để bảo vệ chính 

mình.  

        Tuấn Tú: Và với mỗi người, chúng ta cần trang bị những kỹ năng cơ bản, bảo đảm an toàn 

thông tin cá nhân. Chúng tôi cũng hy vọng rằng, nếu như không may, quý thính giả có rơi vào tình 

trạng như vậy, cần có ý thức trách nhiệm xã hội, đó là đến trình báo với cơ quan chức năng để các 

cơ quan chức năng có biện pháp xử lý kịp thời cũng như có những thông tin cảnh báo để chúng ta 

có 1 cuộc sống an toàn hơn. 

         Nguyễn Hường: Chương trình phát thanh Chuyên đề “ Cạm bẫy online” hôm nay của chúng 

tôi xin tạm dừng tại đây, cảm ơn quý vị và các bạn đã quan tâm theo dõi và đồng hành cùng 

chương trình. Xin kính chào tạm biệt và hẹn gặp lại/.  

 


